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/ " 3 WEBLOGIC SERVER
Z0BA  ApMINISTRATION CONSOLE
Change Center Welcome, weblogic nnected to: wi_server 4 Home | Log referen
View changes and restarts Semmey sl Jevers
Click the Lock & Edit button to Summary of Servers
modify, add or delete items in
this domain
e A server is an instance of WebLogic Server that runs in its own Java Virtual Machine (JVM) and has its own configuration.
Locl it
This page summarizes each server that has been configured in the current WebLogic Server domain.
Domain Structure ¥ Customize this table
wi_server Servers (Filtered - More Columns Exist)
£ Environment
ff":e’s Click the Lock & Edit button in the Change Center to activate all the buttons on this page.
Clusters
Virtual Hosts
Migratable Targets Showing 1 -4 of 4 Previous | Next
Machines
Work Managers Name «~ Cluster Machine State Health Listen Port

Startup & Shutdown Classes

Deployments | RUNNING oK =
% Services = E—=mm RUNNING OK T
Security Realms
#- Interoperability === j=—= RUNNING OK ||
- Diagnostics == T RUNNING oK -

Showing 1 -4 of 4 Previous | Next

How do I... [

@ Create Managed Servers

8 Dolats Mananed Garvers
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%08A  ADMINISTRATION CONSOLE
Welcome, weblogic Connected to: wl_server | 4 Home | Log Out ' Preferences : Help | AskBEA
Home > 5| f servers > I
View changes and restarts R
Click the Lock & Edit button to Settings for INEEG—_———
modify, add or delete items in
this domain.
G i Protocols Logging Debug Monitoring Control Deployments Services Security Notes
L—w} General | Cluster Services Keystores = SSL  Federation Services Deployment Migration ~Tuning =~ Overload Health Monitoring ~ Server Start
E - Click the Lock & Edit button in the Change Center to modify the settings on this page.

| Domain Structure

wi_server
E-Environment
Servers
Clusters
Virtual Hosts
Migratable Targets
Machines
Work Managers
Startup & Shutdown Classes
Deployments
- Services
Security Realms
Interoperability
1-Diagnostics

View JNDI Tree .=

Name:

45 Machine:

4 Cluster:

45 Listen Address:

Listen Port Enabled
i How do I...

Listen Port:

@ Configure default network
connections

Use this page to configure general features of this server such as default network communications.

An alphanumeric name for this server instance. More Info...

The WebLogic Server host computer (machine) on which this server is meant to run. More
Info...

The cluster, or group of WebLogic Server instances, to which this server belongs. Mmm
The 1P address or DNS name this server uses to listen for incoming connections. More Info...

Specifies whether this server can be reached through the default plain-text (non-SSL) listen
port. More Info...

The default TCP port that this server uses to listen for regular (non-SSL) incoming connections.
More Info...
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Listen Port Enabled

view JnuL nree

Servers
Clusters
: [=———
Virtual Hosts Same
Migratable Targets
Machines S— |

Work Managers
Startup & Shutdown Classes
Deployments
) Services
Security Realms
- Interoperability
[# Diagnostics

& Cluster:

(Stand-Alone) | »

47 Listen Address:
VlListen Port Enabled

| Howdo I... Listen Port:
@ Configure default network
connections

Fsst 1i
@ Create and configure machines WESSL Listem Port Enabled

@ Configure clusters

SSL Listen Port:
@ Start and stop servers

4] [Iclient Cert Proxy Enabled

isvstem Status
— |
e Jova Complier:
| Failed (0)
| Critical (0) ¥ Advanced

[ Overloaded (0)

Lsoe

| Warn (0)

I o« (4)

ENA T Wl

T 3 gL T Save |
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Welcome, weblogic

| Domain Structure

wi_server
E=-Environment
Servers
Clusters
Virtual Hosts
Migratable Targets
Machines
Work Managers
Startup & Shutdown Classes
Deployments
&) Services
Security Realms
- Interoperability
- Diagnostics

View INDI Tree -=

—|

@] Machine:

& Cluster: (Stand-Alone)[~

e |

4 Listen Address:

VIListen Port Enabled

|Howdo I... Listen Port:

— ]

@ Configure default network

— |

— ]

— |

Connected to: wi_server Help |
me > S Servers > I

View changes and restarts ey e
No pending changes exist. Click Settings for RAServer1
the Release Configuration
button to allow others to edit
the domain. Configuration | Protocols Logging Debug Monitoring Control Deployments Services Security Notes

General | Cluster = Services Keystores = SSL Federation Services Deployment =~ Migration = Tuning = Overload = Health Monitoring =~ Server Start

Save

Use this page to configure general features of this server such as default network communications.

An alphanumeric name for this server instance. More Info...

The WebLogic Server host computer (machine) on which this server is meant to run. More
nfo...

The cluster, or group of WebLogic Server instances, to which this server belongs. More Info...
The IP address or DNS name this server uses to listen for incoming connections. More Info...

Specifies whether this server can be reached through the default plain-text (non-SSL) listen
port. More Info...

The default TCP port that this server uses to listen for regular (non-SSL) incoming connections.
More Info...

Indicates whether the server can be reached through the default SSL listen port. More Info...

The TCP/IP port at which this server listens for SSL connection requests. More Info...

Specifies whether the HttpClusterServiet proxies the client certificate in a special header. More
Info...

.

!

&
The Java compiler to use for all applications hosted on this server that need to compile Java
code. More Info...

& Home | Log Out | Preferences ASKBEA

An alphanumeric name for this server instance. More Info...

The WebLogic Server host computer (machine) on which this server is meant to run. More
Info...

The custer, or group o WebLogicServer instances,t which this sever belongs. M IKAN SRR

The IP address or DNS name this server uses to listen for incoming connections. More Info...

Specifies whether this server can be reached through the default plain-text (non-SSL) listen
port. More Info...

The default TCP port that this server uses to listen for regular (non-SSL) incoming connections,
More Info...
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WEBLOGIC SERVER 2

DMINISTRATION CONSOLE

| welcome, weblogic Connected to: wi_server| % Home | Log Out | Preferences | Help | AskBEA

Summary

View changes and restarts
Pending changes exist. They Meseages
must be activated to take effect.

¥ Settings updated successfully.

Settings for RAServerl

| Domain Structure Configuration | Protocols Logging Debug Monitoring Control Deployments Services Security Notes
“"-;9"’9’ 5 General Cluster Services Keystores SSL  Federation Services Deployment ~Migration = Tuning Overload Health Monitoring ~ Server Start
=-Environmen!

Servers E:I

Clusters

Virtual Hosts

Migratable Targets

Machines Use this page to configure general features of this server such as default network communications.

Work Managers
Startup & Shutdown Classes
Deployments
-Services

Cocity i Name: RAServerl An alphanumeric name for this server instance. More Info... m

- Interoperability

View INDI Tree =

&

- Diagnostics & Machine: The WebLogic Server host computer (machine) on which this server is meant to run. More
Info...
45 Cluster: (Stand-Alone) = The cluster, or group of WebLogic Server instances, to which this server belongs. More Info...
|How do ... i}
" Listen Address: The IP address or DNS name this server uses to listen for incoming connections. More Info...
@ Configure default network | 172.16.11.26 9
connections
@ Create and configure machines l1isten Port Enabled Specifies whether this server can be reached through the default plain-text (non-SSL) listen x

WEBLOGIC SERVER

ADMINISTRATION CONSOLE

|| weicome, weblogic Connected to: wl_server| & Home | LogOut | Preferences | Help | AskBea |

Home > §i y of Servers >
View changes and restarts gt = > —

Click the Lock & Edit button to R

modify, add or delete items in
this domain. 9 All changes have been activated. No restarts are necessary.
Lock & Edit

Settings for RAServerl

m

Configuration| Protocols Logging Debug Monitoring Control Deployments Services Security Notes
| Domain Structure puraty gging 9 9 ploym ity

A General | Cluster Services Keystores = SSL = Federation Services = Deployment Migration = Tuning = Overload = Health Monitoring = Server Start
wl_server
E-Environment
Servers Click the Lock & Edit button in the Change Center to modify the settings on this page.
Clusters
Virtual Hosts
Migratable Targets Use this page to configure general features of this server such as default network communications.
Machines
Work Managers e
Startup & Shutdown Classes View INDI Tree -
Deployments
-Services Name: m— An alphanumeric name for this server instance. More Info... [T
Security Realms
&-Interoperability 45 machin = The WebLogic Server host computer (machine) on which this server is meant to run. More
#- Diagnostics Info...
4 cluster: i The cluster, or group of WebLogic Server instances, to which this server belongs. More Info...
How do I...
¥ 45 Listen Address: Jraassn s | The IP address or DNS name this server uses to listen for incoming connections. More Info...
@ Configure default network
connections Lictan Dart Enahlad necifies whether this server can he reached throuah the default plain-text (non-SS1 ) listen e
’ Y .
2L K —BiE 2 + > TLock & Ed
2EiR eystores | —BhiE = F > ocC it |
b WEBLOGIC SERVER =
%08  apminisTRATI NSOLE
‘_dwmw _Hwelcome, weblogic Connected to: wl,serverf 4 Home | Log Out | Preferences | Help | AskBEA l
View changes and restarts Wi Sotsoaty ¥ Secvers > SN
Click the Lock & Edit button to Settings for RAServerl
modify, add or delete items in
this domain.
Configuration | Protocols Logging Debug Monitoring Control Deployments Services Security Notes
Lock & Edit | General = Cluster Services SSL Services Dy Migration ~Tuning = Overload Health Monitoring ~ Server Start
o = [Configuration - Keystores- Tab - Selected | =
| Click the Lock & Edit button in the Change Center to modify the settings on this page.
| Domain Structure
wl_server Keystores ensure the secure storage and management of private keys and trusted certificate authorities (CAs). This page lets you view and define various
E-Environment keystore configurations. These settings help you to manage the security of message transmissions.
Servers
Clusters
Virtual Hosts
Migratable Targets Keystores: Which configuration rules should be used for finding the server’s identity
Machines and trust keystores? More Info...
Work Managers =
Startup & Shutdown Classes Identity
Deployments
- Services Custom Identity Keystore: pu—— The path and file name of the identity keystore. More Info...
Security Realms
# Interoperability
- Diagnostics Custom Identity Keystore The type of the keystore. Generally, this is JKS. More Info...
Type:
Custom Identity Keystore The encrypted custom identity keystore's passphrase. If empty or null, then
Passphrase: the keystore will be opened without a passphrase. More Info...
How do IL...
@ Configure identity and trust Confirm Custom Identity .“,.....,,.“.,.] Re-enter the custom identity keystore passphrase. More Info...
& Confioure kovstare: it = X




# % ' Custom Identity And Custom Trust |

Servers
Clusters
Virtual Hosts
Migratable Targets
Machines
Work Managers
Startup & Shutdown Classes |
Deployments. |
) Services
Security Realms
- Interoperability
[#-Diagnostics

How do I... [5)

@ Configure identity and trust
@ Configure keystores
@ Set up SSL

System Status &

Health of Running Servers

| Failed (0)
| Critical (0)

Overloaded (0)
l Warn (0)

I o« ()

Keystores:

Identity

Custom Identity Keystore:
Custom Identity Keystore [pPKCS12

Type:

Custom Identity Key

Which configuration rules should be used for finding the server's identity
and trust keystores? More Info...

Custom Identity and Command Line Trust

Custom Identity and Custom Trust

The path and file name of the identity keystore. More Info...

The type of the keystore. Generally, this is JKS. More Info...

| The encrypted custom identity keystore's passphrase. If empty or null, then

Passphrase:

Confirm Custom Identity

bttt obobdodadobabrtcind |

the keystore will be opened without a passphrase. More Info...

T Re-enter the custom Identity keystore passphrase. More Info...

‘Trust

Custom Trust Keystore:

Custom Trust Keystore
Type:

Custom Trust

The path and file name of the custom trust keystore. More Info...

The type of the keystore. Generally, this is JKS. More Info...

The custom trust keystore's passphrase. If empty or null, then the keystore

Passphrase:

Confirm Custom Trust

will be opened without a passphrase. More Info...

Re-enter the custom trust keystore passphrase. More Info...

Lsme]

AR w3

Servers
Clusters
Virtual Hosts
Migratable Targets
Machines
Work Managers
Startup & Shutdown Classes
Deployments
[#-Services
Security Realms
[#-Interoperability
Diagnostics

How do I... B

@ Configure identity and trust
@ Configure keystores
@ Set up SSL

System Status
Health of Running Servers

| Failed(0)

| Critical (0)
[T overloaded (0)
ﬁ Warn (0)
I o« +)

&‘Tﬂ;@é;é"

Keystores:

Save |

Custom Identity and Custom Trust : Which configuration rules should be used for finding the server's identity

and trust keystores? More Info...

‘ Identity

Custom dentiy eystore: .=/ 75
Custom Identity Keystore

Type:

The path and file name of the identity keystore. More Info...

The type of the keystore. Generally, this is JKS. More Info...

Custom Identity Key Resseesssssnssasal The encrypted custom identity keystore's passphrase. If empty or null, then
Passphrase: R, the keystore will be opened without a passphrase, More Info...
Confirm Custom Identity Re-enter the custom identity keystore passphrase. More Info...

‘Trust

Custom Trust Keystore:

Custom Trust Keystore
Type:

Custom Trust

The path and file name of the custom trust keystore. More Info...

The type of the keystore. Generally, this is JXS. More Info...

The custom trust keystore's passphrase. If empty or null, then the keystore

Passphrase:

Confirm Custom Trust

will be opened without a passphrase. More Info...

Re-enter the custom trust keystore passphrase. More Info...
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¥ 8LiE T Save |
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|| welcome, weblogic Connected to: wi_server| & Home | Log Out | Preferences | Help | AskBEA ]

Home > Summary of Deployments > Summary of Servers > RAServerl
View changes and restarts R 5 ghi g

No pending changes exist. Click Settings for RAServerl

the Release Configuration

button to allow others to edit

the domain. Configuration | Protocols Logging Debug Monitoring Control Deployments Services Security Notes

General  Cluster Services Keystores | SSL Federation Services = Deployment = Migration | Tuning = Overload = Health Monitoring = Server Start

| Domain Structure This page lets you view and define various Secure Sockets Layer (SSL) settings for this server instance. These settings help you to manage the security of
message transmissions.

wi_server
E-Environment
Servers
S';“el'sH " 4] 1dentity and Trust [Keystores [5] Indicates where SSL should find the server's identity (certificate and private
WIS 08T Locations: key) as well as the server's trust (trusted CAs). More Info...
Migratable Targets
Machines .
Work Managers Aeniticy
Startup & Shutdown Classes o 2 N ax S :
Deployments Private Key Location: from Custom Identity Keystore The keystore attribute that defines the location of the private ki
#- Services Info...
Security Realms
- Interoperability Private Key Alias: [32005548-de61-4de9-9 The keystore attribute that defines the string alias used to store and retrieve
&-Diagnostics the server's private key. More Info...
45 private Key p [essnsssssssasses] The keystore attribute that defines the passphrase used to retrieve the
] ,
server’s private key. More Info...
How do I... i
4 confirm Private Key Re-enter the private key passphrase. More Info...
@ Configure identity and trust Passphrase: >

R -
3

Change Center ”wel:ome, weblogic Connected to: wl_server {» Home | Log Out | Preferences | Help | AskBEA

e e Home > Summary of Deployments > Summary of =
No pending changes exist. Click Settings for I

the Release Configuration

button to allow others to edit

the domain. Configuration | Protocols Logging Debug Monitoring Control Deployments Services Security Notes

General Cluster Services Keystores | SSL  Federation Services = Deployment ~Migration = Tuning = Overload ~Health Monitoring = Server Start

.

Save
| Domain Structure This page lets you view and define various Secure Sockets Layer (SSL) settings for this server instance. These settings help you to manage the security of
message transmissions.
wi_server
E-Environment
Servers
5'"‘5“1'5H : 4] 1dentity and Trust [Keystores [5] Indicates where SSL should find the server's identity (certificate and private
irtual Hosts Locations: key) as well as the server’s trust (trusted CAs). More Info...
Migratable Targets >
Machines Identity

Work Managers
Startup & Shutdown Classes

Private Key Locat from Custom Identity Keystore The keystore attribute that defines the location of the private

Deployments
- Services Info...
Security Realms
& Interoperability Private Key Alias: The keystore attribute that defines the string alias used to store and retrieve
&-Diagnostics the server's private key. More Info...
&5 private Key 1 The keystore attribute that defines the passphrase used to retrieve the
B | server’s private key. More Info...
How do I... ]
& confirm Private Key Re-enter the private key passphrase. More Info...
@ Configure identity and trust Passphrase: -

2LiE 5 v > 3538 [ Activate Changes |

WEBLOGIC SERVER o
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MINIS ON CONSOLE

_”welcome, weblogic Connected to: wl,server“ {2 Home | Log Out | Preferences | Help | AskBEA ‘

Home > Summary of Deployments > Summary of Servers > RAServerl

View changes and restarts

Click the Lock & Edit button to Settings for RAServerl
modify, add or delete items in

this domain.
Configuration | Protocols Logging Debug Monitoring Control Deployments Services Security Notes

General Cluster Services Keystores | SSL Federation Services = Deployment ~Migration = Tuning = Overload = Health Monitoring = Server Start

L

Click the Lock & Edit button in the Change Center to modify the settings on this page.

| Domain Structure
R This page lets you view and define various Secure Sockets Layer (SSL) settings for this server instance. These settings help you to manage the security of
= Environment message transmissions.
Servers
Clusters
Virtual Hosts =
Migratable Targets 4] 1dentity and Trust Indicates where SSL should find the server's identity (certificate and private
Machines Locations: key) as well as the server’s trust (trusted CAs). More Info...
Work Managers . e
Startup & Shutdown Classes Identity
Deployments
#-Services Private Key Location: from Custom Identity Keystore The keystore attribute that defines the location of the private ke
Security Realms Info...
#- Interoperability
- Diagnostics Private Key Alias: The keystore attribute that defines the string alias used to store and retrieve
the server’s private key. More Info...
& private Key Passphrase: The keystore attribute that defines the passphrase used to retrieve the
| How do I... (&3] server's private key. More Info...
@ Configure identity and trust 45 Confirm Private Key Re-enter the private key passphrase. More Info...
& Sot un SSI -




WEBLOGIC SERVER

MINISTRATION CONSOLE

Change Center Hwalcome, weblogic
Home > Summary of Deployments > Summary of Servers > N

AskBEA

Connected to: wi_server | {» Home | Log Out | Preferences | Help

View changes and restarts

No pending changes exist. Click Sleseages
the Release Configuration
button to allow others to edit 9 Settings updated successfully.
the domain.
Settings for IR E

Configuration | Protocols Logging Debug Monitoring Control Deployments Services Security Notes

General | Cluster Services Keystores | SSL  Federation Services Deployment  Migration = Tuning Overload Health Monitoring = Server Start

Domain Structure
wi_server
B Evironment [
Servers
Clusters
Virtual Hosts This page lets you view and define various Secure Sockets Layer (SSL) settings for this server instance. These settings help you to manage the security of
Migratable Targets message transmissions.
Machines
Work Managers
ey e Gasses 45 1dentity and Trust [(epoE 5] Indicates where SSL should find the servers identiy (certicate [N IS
3 ) Wi erv ( t ). v
8-Services Locations: key) as well as the server’s trust (trusted CAs). More Info...
Security Realms "
® Interoperability Identity
&-Diagnostics
Private Key Location: from Custom Identity Keystore The keystore attribute that defines the location of the private key file. More
Info...
How do I. 5] Private Key Alias: E— The keystore attribute that defines the string alias used to store and retrieve
the server’s private key. More Info...
@ Configure identity and trust = . . -

B {4 34 Weblogic & #7fx#s > 1 12 https i $Up| 38 SSL 4 % i i o
RPRE SRR BT N R RN VB F A https 0 port -
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